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Abstract. In this paper, a watermarking scheme based on the parametric slant-Hadamard
transform is presented. Our approach divides the image into separate blocks and ap-
plies the parametric slant-Hadamard transform on each block individually. Then based
on a blind scheme, the watermark is inserted in the transform domain and the inverse
transform is carried out. The advantage of the selected transform is contribution of pa-
rameters that can be used to change the requirements of watermarking such as fidelity
and robustness. The changes of transform parameters can enhance the requirements of
watermarking according to the applications. Experimental results show that the proposed
technique has different fidelity and robustness based on different parameters in water-
marking scheme.
Keywords: Watermarking, Parametric slant-Hadamard, Robustness, Fidelity.

1. Introduction. The increasingly easy access to digital multimedia via the more and
more popular Internet, and the increasingly powerful tools available for editing digital me-
dia have made authentication of digital multimedia a very important issue. One solution
for this problem is digital watermarking. Digital watermarking is defined as a technique
of embedding additional information called watermark into digital multimedia while pre-
serving the perceptual quality of the watermarked data. The watermark can be detected
or extracted for owner identification and integrity verification of the tested data[1].

According to the domain in which the watermark information is embedded, digital
watermarking techniques can be classified as spatial and spectral domain techniques[2].
In general, spectral domain methods are more robust than spatial domain ones against
many common attacks[3]. A fundamental advantage of transform-based techniques is that
the image transforms have good energy compactness properties and the most of image
energy can be captured within a relatively small region in the transform domain. In other
words, the transform basis functions corresponding to these coefficients carry the most
perceptually important information of the image[4].

The method proposed in this paper, consists of embedding a watermark in the Paramet-
ric Slant-Hadamard Transform (PSHT) domain which was introduced by Agaian mostly
for signal processing[5]. The PSHT includes some parameters which are suitable for chang-
ing the requirements of watermarking such as fidelity and robustness. The motivation of
the present work arises from the necessity of finding out the factors that are responsible
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for adjusting the fidelity and robustness of watermarking scheme. The fidelity represents
that the distortion between the original and watermarked image should remain impercep-
tible to a human observer. The robustness is that the ability of the detector to extract
the hidden watermark from some altered watermarked image[6].
In the PSHT domain, changes of the parameters cause changes on the transform ma-

trix and consequently changes on the requirements of watermarking. In addition, these
parameters could be used as encryption keys for authorization process. Moreover, if these
parameters are changed in the embedding process, the requirements of watermarking will
be changed, and if these parameters are changed in the extracting process, the watermark
cannot be extracted properly.
The rest of this article is organized as follows. In section 2, PSHT is reviewed. Next,

in section 3, we discuss the embedding and extracting procedures of the proposed wa-
termarking scheme. Section 4 is dedicated to the experimental results representation.
Moreover, the performance of our algorithm against some common attacks is evaluated
in this section too. Finally, the concluding remarks are presented in section 5.

2. Parametric Slant-Hadamard Transform. The 2D slant transform is used in dig-
ital image processing applications such as compression[7, 8, 9]. Ho et al. employed a
classical slant transform for the first time for watermarking problem[10]. It should be
noted that classical slant transform, which was used by Ho, is a kind of the PSHT where
all the parameters are set one.
We are going to give a brief overview of PSHT representation of the image data that is

employed in our watermarking scheme. Let f be the original and F be the transformed
image, 2D PSHT is given by:

F = S2nfS
T
2n (1)

where S2n represents a 2n × 2n parametric slant-Hadamard matrix with real elements.
The inverse transform to recover f from the transform components matrix, F , is given
by:

f = ST
2nFS2n (2)

The parametric slant-Hadamard matrix of order 2n is generated in terms of matrix of
order 2n−1 using Kronecker product operator,

⊗
, as:

S2 =

(
1 1
1 −1

)
(3)

S2n =
1√
2
Q2n(I2

⊗
S2n−1) , n > 1 (4)

where I2 denotes the identity matrix of order 2 and Q2n is the recursion kernel matrix
defined as:

Q2n =



1 0
a2n b2n

... 02n−1−2

...
1 0

−a2n b2n
... 02n−1−2

· · · · · · · · · · · · · · · · · · · · ·
02n−1−2

... I2n−1−2

... 02n−1−2

... I2n−1−2

· · · · · · · · · · · · · · · · · · · · ·
0 1

−b2n a2n
... 02n−1−2

...
0 −1
b2n a2n

... 02n−1−2

· · · · · · · · · · · · · · · · · · · · ·
02n−1−2

... I2n−1−2

... 02n−1−2

... −I2n−1−2


(5)
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and the parameters a2n and b2n are obtained recursively by:

a2n =

√
3(22n−2)

4(22n−2)− β2n
b2n =

√
22n−2 − β2n

4(22n−2)− β2n
(6)

for −22n−2 ≤ β2n ≤ 22n−2 and a2 = 1. It is verified that for β2n > |22n−2| the parametric
slant-Hadamard transform matrices lose their orthogonality and is not useful in some
cases.

The matrix of PSHT has two elements such as a2n and b2n . These elements are re-
lated to the βs that can be set by user. Different βs gives different transform matrices
and consequently, these matrices will outcome different robustness and fidelity to the
watermarking scheme.

According to the β2n values, the PSHT falls into one of the below categories:

1. For β4 = β8 = . . . = β2n = β = 1, It was obtained the classical slant transform.
2. For β22n = 22n−2 for all βn

2 , n ≥ 2, It was obtained the ordinary Walsh-Hadamard
transform.

3. For β4 = β8 = . . . = β2n = β, |β| ≤ 4, It was refereed the constant-βs slant
transform.

4. For β4 ̸= β8 . . . ̸= β2n , −22n−2 ≤ β2n ≤ 22n−2, n = 2, 3, 4. . . ., It was refereed the
multiple-βs slant transform[11].

In this paper, the building block of the transformed image is based on the 8× 8 blocks,
so PSHT matrices of order 8 is used and implemented. These matrices include β4 and β8

and we use the same value for each block. It is understood that these parameters can be
changed for each block to improve the security of the algorithm.

Figure 1 shows the parametric slant-Hadamard basis patterns for the classical slant,
the ordinary Walsh-Hadamard, the constant-βs slant, and the multiple-βs slant transform
of size 8 using different random βs.

3. Description of the Watermarking Procedure. Watermarking in transform do-
main becomes very attractive since a concise frequency bands decomposition is mate-
rialized in typical transform domains. Transforms such as Discrete Fourier Transform
(DFT)[12], Discrete Cosine Transform (DCT)[13], Discrete Wavelet Transform (DWT)[14],
and Hadamard transform [15] have been used in transformed-based watermarking.

We have investigated the parametric slant-Hadamard transform for digital image wa-
termarking because of the available parameters that can be used to set the requirements
of watermarking. Besides, the size of the transform matrix in most transform-based algo-
rithms is an integer power of two, however, the size of matrix in the proposed transform
is power of an arbitrary number[16].

The most visually important parts of an image gathered in the lower frequency bands
and any modification over there might be visually obvious. Whilst the higher frequency
bands embedding, is more sensitive against the compression and noise attacks. Therefore,
the Middle Frequency Bands (MFB) in transformed based scheme are more appropriate
for embedding a watermark[17].

In the embedding process in this study, we firstly divide the host image into 8 × 8
non-overlapped blocks and the MFB of each block would be of interest. The MFB of
block that is proposed by Ho is shown in figure 2 [18].

After transformation of each block, we modulate a given PSHT block using equation 7:

FW (U, V ) =

{
F (U, V ) + k ∗W U, V ∈ MFB
F (U, V ) U, V ̸∈ MFB

(7)
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Figure 1. Basis patterns of (a) Classical slant with β4 = 1, β8 = 1 (b)
Walsh-Hadamard with β4 = 4, β8 = 16 (c) Constant-βs with β4 = 2.2,
β8 = 2.2 (d) Multiple-βs with β4 = −4, β8 = 10.

Figure 2. The middle frequency band of a 8× 8 block that is proposed by Ho[18]

where F is the transformed image, k is the embedding strength, W is the watermark
sequence which is defined based on binary watermark in equation 8, and FW is the trans-
formation of the watermarked image.

W =

{
W0 m = 0
W1 m = 1

(8)
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In this formula, W0 and W1 are pseudo-random sequences with different keys and m is
the watermark bit. After embedding the watermark, the inverse PSHT is performed to
provide the watermarked image in the spatial domain.

The watermark extraction process does not need the transform coefficients of the origi-
nal image and therefore this scheme is blind scheme. The watermark extraction procedure
is correlation based and performs according to the following equation:

m
′
=

{
0 corr(W0, F

′
W ) >= corr(W1, F

′
W )

1 corr(W0, F
′
W ) < corr(W1, F

′
W )

(9)

where corr(W0, FW ) is the correlation between W0 and FW , pseudo-random and the mid-
dle coefficient of watermarked image. After extraction the pieces of watermark from
each block, they are attached and the main watermark will be formed. The proposed
embedding and extraction watermarking algorithm can be summarized as below:

Embedding

1. The host image, f , is divided into 8× 8 non-overlapped blocks.
2. PSHT of each block is computed.
3. Concentrated on the MFB coefficient of each block at the PSHT domain, the water-

mark will be embedded using equation 7.
4. The inverse PSHT is computed and the host image is retrieved.

Extraction

1. The watermarked image, fW , is divided into 8× 8 non-overlapped blocks.
2. PSHT of each block is computed.
3. Concentrated on the MFB coefficient of each block at the PSHT domain, the water-

mark will be extracted using equation 9.
4. The extract watermark from each block attach to each other and make the original

watermark.

4. Experimental Results. In order to evaluate the requirements of the proposed scheme,
we employ the original 512× 512 gray scale image of figure 3, and the 128× 128 binary
watermark of figure 4. The embedding strength, k, is set to 0.1 and the algorithm is
repeated four times for different values of the parameters βi (i = 4, 8). The values of
parameters that be used for classical slant, ordinary Walsh, constant-βs and, multiple-βs
are [1, 1], [4, 16], [2.2, 2.2], [−4, 10] respectively, for [β4, β8] on each block.

Figure 3. The original host image

4.1. Fidelity. The results of watermarked image are shown in figure 5. This figure
shows that the watermark has not imposed any obvious degradation to the host image
and fidelity between the original image and watermarked image is high.

Figure 6 contains the result of the extraction process, where the visual quality of the
extracted watermarks for all βis are good and they are very similar to the original one.
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Figure 4. The watermark

(a) (b) (c) (d)

Figure 5. Watermarked image (a) β4 = 1, β8 = 1 (b) β4 = 4, β8 = 16 (c)
β4 = 2.2, β8 = 2.2 (d) β4 = −4, β8 = 10

(a) (b) (c) (d)

Figure 6. Extracted watermark (a)β4 = 1, β8 = 1 (b)β4 = 4, β8 = 16
(c)β4 = 2.2, β8 = 2.2 (d)β4 = −4, β8 = 10

We calculate Peak Signal to Noise Ratio(PSNR) to evaluate the fidelity of the proposed
watermarking scheme more precisely[19]. The PSNR criteria is defined as:

PSNR = 10log10(
2552

E
)
db

(10)

where E is the Mean Square Error (MSE) between the original and watermarked image
as defined in 11:

E = MSE(I, IW ) =
1

M1N1

M1−1∑
i=0

N1−1∑
j=0

(I(i, j)− IW (i, j))2 (11)

where I(i, j) and IW (i, j) denote the (i, j)th pixel values in the original image and water-
marked image with size M1 ×N1, respectively.

4.2. Robustness. To demonstrate the robustness of our algorithm, we performed differ-
ent attacks by applying some typical image processing techniques such as JPEG compres-
sion, median and average filtering, and histogram equalization[21].
We calculate Normalized Cross Correlation (NCC) to evaluate the robustness of the

proposed scheme[20]. The NCC criteria is defined as:

NCC(W,W ′) =
∑M2−1

i=0

∑N2−1
j=0 (W (i, j)−W )(W ′(i, j)−W ′)√∑M2−1

i=0

∑N2−1
j=0 (W (i, j)−W )2

√∑M2−1
i=0

∑N2−1
j=0 (W ′(i, j)−W ′)2

(12)
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where W and W ′ are the mean values of the original (W ), and extracted watermark (W ′)
with size M2 ×N2, respectively.

Table 1 shows the results of calculating the PSNR and NCC for different set of βs using
our scheme. The results suggest that the extracted watermark is highly correlated with the
original one, so the method satisfies the basic requirements of a successful watermarking.

Table 1. PSNR and NCC for different categories of β4 and β8

Criteria β4 = 1 β4 = 4 β4 = 2.2 β4 = −4
β8 = 1 β8 = 16 β8 = 2.2 β8 = 10

PSNR 33.762 33.956 33.132 33.634
NCC 0.997 0.987 0.996 0.995

To demonstrate the robustness of the scheme against attacks, the watermarked image
is compressed using JPEG algorithm[22]. The reason of applying the JPEG compression
as an attack is due to the popularity of transmitting JPEG images through the Internet.
We applied a series of JPEG attacks with different quality factors ranging from 100 down
to 10 and computed the NCC after each extraction.

Figure 7 illustrates the results of four different sets of βs. Compared to the results
reported in[18], where a classical slant transform was used, the NCC of our algorithm is
clearly higher and it suggests a higher robustness against the JPEG attack.

102030405060708090100
0.4

0.5

0.6

0.7

0.8

0.9

1

Quality Factor

N
C

C

 

 
β

4
=1, β

8
=1

β
4
=4, β

8
=16

β
4
=2.2, β

8
=2.2

β
4
=−4, β

8
=10

Figure 7. NCC versus JPEG attack

We are going to show that the PSHT watermarking is robust against the additive noise
too. The Gaussian noise with zero mean and different standard deviations is added to
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Figure 8. NCC versus additive noise attack

the watermarked image to test the robustness of algorithm against the additive noise.
Figure 8 shows the results for different sets of βs, where it can be suggested that the
multiple-β slant is the most robust ones to the additive noise attack.
Table 2 shows the outcomes of a series of further experiments where the NCC values

of the extracted watermarks after various attacks are represented. It indicates that the
proposed method is robust enough against different applied attacks. As results show,
almost after all attacks the extracted watermark is recognizable. The worst case is when
the image is applied to a high pass filter, however in this case the watermarked image
itself is highly modified by the filter.

Table 2. NCC versus different attacks

Type of attacks β4 = 1 β4 = 4 β4 = 2.2 β4 = −4
β8 = 1 β8 = 16 β8 = 2.2 β8 = 10

Histogram equalization 0.874 0.863 0.854 0.861
Median filter (3× 3) 0.746 0.772 0.725 0.734
Adjust gray level (0.2, 0.8) 0.692 0.713 0.681 0.702
Gama correction (gamma = 1.5) 0.882 0.862 0.871 0.875
Average filter (3× 3) 0.654 0.713 0.625 0.651
High pass filter ideal (Cut off fre. = 15) 0.424 0.412 0.416 0.421
JPEG (QF = 50) 0.792 0.791 0.789 0.805
Additive noise (STD = 50) 0.842 0.814 0.834 0.852
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After the above experiments, we can summarize the advantage and disadvantage of
PSHT scheme for watermarking:

1. The most traditional and famous transforms such as DCT in watermarking applica-
tion have constant matrix and then, we do not have some explicit factors that are
suitable for changing the requirements of watermarking. However, the parametric
slant-Hadamard transform has some parameters that can be set by users and these
parameters can affect the fidelity and robustness of the algorithm.

2. The applied PSHT can be used as a key-based transform, where the parameters of
transform is used as encryption keys for authorize the process.

3. This transform has fast algorithm to compute[5].
4. In the most transform the size of image must be power of two, but in PSHT the size

of image can be an arbitrary integer number.
5. The performance of our algorithm is highly correlated to the proper setting of the

PSHT parameters. Therefore, a method for finding the proper parameter is needed.
Also, the selected parameters have to be shared in protected way between embedding
and extracting procedure.

5. Conclusion. In this paper, a new blind method for digital image watermarking based
on the PSHT is presented and evaluated. The PSHT has some parameters that may
be used for adjusting the requirements of watermarking such as fidelity and robustness.
Based on different parameters, the proposed scheme has different fidelity and robustness.
Different experiments using various sets of parameters are carried out and their outcomes
are compared. The experimental results show that each setting of parameters may be
more robust to a particular subset of attacks. Therefore in different application, it would
be possible to have a more robust method against known attacks by choosing proper set
of the PSHT parameters.
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